
This Privacy Policy ("Policy")  explains how we collect, use, store, protect, and share your personal
information through our services.

In this Policy the terms “we”, “our”, "ourselves" and “us” refers to Project City Build (PCB), an
Unincorporated Association, based in Australia.

"You" and "your" refers to any person or persons whose personal information we process during
the course of operating our services.

It's important you understand this policy and that you read it in its entirety. To assist you with
understanding this policy, we've created the below summary:

We care about privacy - We are committed to operating in a responsible and ethical
manner. Respecting your privacy and protecting your personal information is part of that
mission.
We don't sell your data - We generate operating income through donations. We will
never sell your data for profit or distribute it in any way unconnected with Project City
Build account.
We limit what information you must disclose - We require only the information that
is necessary to create and administer your Project City Build account and to satisfy our
legal requirements, any other information you may choose to disclose to us is optional.

The nature and extent of personal information that we collect varies depending on your particular
interaction with us and the nature of our functions and activities.

Identity information - We collect identifying information such as your name, email
addresses. If you are applying for a service we may offer, we may also need to collect
specific information that will enable us to supply that service to you. We collect and store
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this information in a manner that allows us to assist you in the future.
Sensitive information - Some services may require us to collect 'sensitive information',
which may include (but is not limited to) your Minecraft username and UUID. We only
collect this type of information in accordance with the Privacy Act 1988 (Cth) (Privacy Act
). If you do not agree to provide us with the information we request, we may not be able
to offer you the service you seek.
Payment details - If you make a donation, you need to submit a valid payment method
and associated billing information, such as your full name and billing address. Our
payment processor, Stripe, will receive and process your payment information.
Information from actions you take - We collect information about actions you take when
administer your account, such as which settings you may select. This allows us to improve
the quality of services we are able to provide.
Information used to provide optional services - Certain optional services, like multi-factor
authentication, may require that you provide us with additional information such as your
mobile phone number to make them work. In the event you choose to provide us with this
information, we may share a restricted amount of information with our SMS facility
providers, but only to the extent necessary to facilitate these services.
Other information you provide directly to us or our service providers - You may have the
option to submit additional information under certain circumstances. For example, you
may participate in surveys or provide feedback on various aspects of PCB. If you would
like to access any of our services on an anonymous basis or by using a pseudonym,
please tell us. However, we will require you to identify yourself if:

We are required by law to deal with individuals who have identified themselves; or
It is impracticable for us to deal with you if you do not identify yourself or elect to
use a pseudonym.

Information about your device - We collect information about the devices you use to
access our services. This includes information like your IP address, operating system
information, browser information and information about your device settings.
Information about your use of our services - We collect log and event information related
to how and when you use our services, such as pages you visit on our website.
Other information that we collect automatically - When you take certain actions, such as
clicking on an ad, we may receive information about you, such as which ad you saw, on
which platform you saw it. We may receive information from cookies and similar
technologies. First-party cookies are placed by us (and our third-party service providers)
and allow you to use the services and to help us analyse and improve your experience
and the services. We operate 3 types of cookies:

Necessary cookies - These are required for services to function. If you try to use
tools to disable these cookies, parts of the services may not work properly.
Functional cookies - These help us provide enhanced functionality on the services
like remembering your preferences.

Information we collect automatically



Performance cookies - These allow us or our third-party analytics providers to learn
how you and others use and engage with the services so we can understand and
improve them.

We may receive personal information about you from other sources, such as our service providers
and combine that with information with the other information we have about you. For example,
when you link your PCB account to your Minecraft account, we will use your username and UUID to
determine what permissions should be assigned. Where practical, we will collect personal
information directly from you.

We use your personal information for the following purposes:

To contact you - We use your information to contact you in connection with your account,
such as sending ban notifications. We may also use your information to contact you about
important changes, or to let you know about certain services.
To provide customer service - We use your information to respond to your questions about
our services and to investigate other issues.
With your consent - When we collect your personal information with your consent, you
agree for us to use your information in accordance with this Policy.

To protect our services - We use information to keep our services secure, to prevent fraud
and to enforce consequences against those who seek to defraud us.
To report PCB's performance - We use your information to track the metrics of PCB, and to
perform reporting.
To advertise, personalise and improve our services - We use certain information to assist
in the delivery of our advertising, to measure the effectiveness of advertisements for our
services and to improve such advertisements in the future. You can ‘opt-out’ of receiving
marketing communications at any time by contacting us or by following the unsubscribe
instructions in any relevant communication.
To satisfy our legal obligations - We retain and use your information in connection with
potential legal claims when necessary and for compliance, regulatory, and auditing
purposes. For example, we retain information where we are required by law or if we are
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compelled to do so by a court order or regulatory body. Also, when you exercise any of
your applicable legal rights to access, amend, or delete your personal information, we
may request identification and verification documents from you for the purpose of
confirming your identity.

We may collect or share personal information if we think someone's life is in danger, for example to
assist with an urgent medical situation.

When you tell us to - When you provide us with personal information, you are consenting
to us using your information for the purposed detailed in this policy.
With our service providers - We may share personal information with our service providers
we use to complete specific tasks for us. This includes payment processor, Stripe.
To enforce our policies and rights - We share information if needed to enforce PCBs
policies, such as our Privacy Policy or other policies to protect the rights, property and
safety of ourselves and others.
Aggregated or de-identified personal information - We may share information about you
that has been aggregated or anonymised such that it cannot be reasonably used to
identify you, for example in our community surveys.
Sale, acquisition or transfer of assets - We may share information if we are evaluating
and/or engaging in a merger, acquisition, re-organisation, bankruptcy, sale, transfer or
change in ownership of PCB or its assets.
To comply with the law - We may share information in response to a request for
information if we believe disclosure is required by law, including meeting national security
or law enforcement requirements. Where allowed and feasible, we will attempt to provide
you with prior notice before disclosing your information in response to such a request.
In an emergency - We may share information if we believe in good faith that it's necessary
to prevent serious harm to a person.

You can request access to the personal information we hold about you. So that we can provide
complete and accurate records quickly and effectively, we may ask you to complete a ‘Personal
Information Access Request Form’. We will not charge you to provide this information in the first
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instance, however a charge may be applicable for additional requests, or where requests include
physically printing and mailing information. The data will provided in a structured, commonly used
format.

We take reasonable steps to ensure that the personal information we collect, store, use or disclose
is accurate, up-to-date and complete. However, we rely on you to advise us of any changes to your
information. If you believe the information we have is inaccurate, out-of-date or incomplete, please
advise us.

We will take reasonable steps to:

Ensure that the personal information that we collect is accurate, up to date and complete;
Ensure that the personal information we hold, use or disclose is, with regard to the
relevant purpose, accurate, up to date, complete and relevant; and
Secure your personal information.

We will take reasonable steps to protect personal information from:

Misuse, interference and loss; and
Unauthorised access, modification or disclosure. We will take reasonable steps to destroy
or de-identify personal information that we hold if we no longer need the information for
the primary purpose for which the information was collected and we are not otherwise
required by law to retain the information.

We retain personal information for as long as it is needed for the purpose for which we collected it.
Information may be deleted once it is no longer needed and no longer legally required to be
retained.
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We provide the option to request the deletion of the personal data we hold about you. If you would
like to request the deletion of your data, please submit your request by email. In some cases we
may opt to de-identify data instead of deleting (e.g. historical surveys/reporting).

We are based in Australia, and we process and store information on servers located in Australia
and Canada. By accessing or using our services, or otherwise providing information to us, you
understand that your information will be processed and stored in Australia and Canada. If we
disclose personal information to overseas recipients, we will take reasonable steps to ensure that
such recipients do not breach the Privacy Act and the Australian Privacy Principles (APP).

In accordance with APP 8.19, we may disclose personal information to an overseas recipient
without complying with APP 8.1 where we reasonably believes that:

the overseas recipient is subject to a law, or binding scheme, that has the effect of
protecting the information in a way that, overall, is at least substantially similar to the way
the APPs protect the information, and
mechanisms can be accessed by the individual to enforce that protection of the law or
binding scheme (APP 8.2(a)).

For the avoidance of doubt, members of our management team may be an overseas recipient.

Your country, administrativer division, or supranation may grant you additional data protection and
privacy rights. Any data protection and privacy rights that you may be entitled to under this Policy,
are in addition to these statutory rights.

The scope of legal protections can vary significantly. Below are examples of prominent data
protection regulations, though this is not an exhaustive list.

By using our services, you are providing your explicit consent to us to process your personal
information.

Right to request the deletion of personal information

International data transfers

Additional rights

European Union
General Data Protection Regulation (GDPR)

https://www.oaic.gov.au/privacy/australian-privacy-principles


You have the right to withdraw your consent at any time. You must notify us by email if you wish to
withdraw your consent.

By using our services, you are providing your explicit consent to us to process your personal
information.

You have the right to withdraw your consent at any time. You must notify us by email if you wish to
withdraw your consent.

PCB, does not meet the threshold requirements to be subject to the California Consumer Privacy
Act (CCPA). However, we voluntarily extend the same privacy principles outlined in this Policy to
residents of California.

If you believe that your country, administrativer division, or supranation provides you with
additional rights, beyond those provided by the PCB Privacy Policy, and that PCB may be in breach
of such rights, please contact us by email.

If you would like to make a complaint about the way we collect, use, store, protect or share your
personal information, or otherwise consider there may be a breach of the Privacy Act or the
Australian Privacy Principles, you may lodge a complaint under our complaints procedure. All
complaints will be treated seriously and dealt with promptly. The complaints procedure is our way
of ensuring your privacy concerns are raised and addressed promptly.

A copy of complaints procedure can be requested by emailing us.

You may also make a complaint directly to the Office of the Australian Information Commissioner
(OAIC) online, by mail, fax or email. Please visit the OAIC website at 

United Kingdom
UK General Data Protection Regulation (UK GDPR)

United States of America
California Consumer Privacy Act (CCPA)

Other juristictions
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https://www.oaic.gov.au/privacy/privacy-complaints/ for more information.

We may update this Policy from time to time. If we do so and the changes are significant, we'll
provide a prominent notice on our website. Therefore, please review this Policy periodically for
changes or call to request a copy at any time

If you would like more information or have any questions in relation to this Policy or how we
process your information, please contact our privacy officer. We’ll be happy to help.

Email: admins@projectcitybuild.com
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